**Szkolenie z cyberbezpieczeństwa dla kadry zarządzającej**

**Szkolenie musi być zgodne z** **art. 20 ust. 2 dyrektywy NIS2**: kadra zarządzająca musi odbywać regularne szkolenia w celu zdobycia wystarczającej wiedzy i umiejętności pozwalających im rozpoznać ryzyko i ocenić praktyki zarządzania ryzykiem w cyberbezpieczeństwie oraz ich wpływ na usługi świadczone przez dany podmiot.

1. **Szkolenie musi obejmować minimum następujące obszary:**
2. Podstawy prawne w obszarze cyberbezpieczeństwa
3. Typowe ataki
4. Reagowanie na incydenty
5. Wykonywanie badań bezpieczeństwa
6. Rola kadry zarządzającej w procesach bezpieczeństwa
7. Szkolenie jest przewidywane dla **13 osób**. Czas trwania szkolenia 1 dzieńroboczy**: 20-02-2025r.** Czas trwania:min. 3 godziny, max 5 godzin, w godzinach pomiędzy 8:00 – 14:00. Szkolenie zakończone certyfikatem uczestnictwa.
8. **Proszę wycenić dwa warianty szkolenia wraz z programem:**
9. Szkolenie on-line.
10. Szkolenie na miejscu w siedzibie klienta.
11. Zamawiający posiada warunki do przeprowadzenia szkolenia stacjonarnego – sala szkoleniowa wraz z wyposażeniem multimedialnym.
12. **Wymagania wobec wykonawcy:**
13. doświadczenie w realizacji szkoleń z zakresu cyberbezpieczeństwa
14. wykwalifikowania kadra trenerska
15. zapewnienie materiałów szkoleniowych
16. wystawienie certyfikatów uczestnictwa